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I. STATEMENT  
1. On May 6, 2013, by Decision No. C13-0522, the Commission opened this proceeding “to begin the adjudicatory process that will enable the Commission to make findings pursuant to [§ 40-15-207, C.R.S.] and the Basic Service Competition Rules to determine areas of Colorado that may be classified as” Effective Competition Areas (ECAs).
  Decision 
No. C13-0522 at ¶ 7.  

2. In Decision No. C13-0522, the Commission established a 30-day intervention period and referred this proceeding to an Administrative Law Judge (ALJ).  

3. By Decision No. C13-0522 at Ordering Paragraph No. 5, the Commission designated the following as parties in this proceeding:  Staff of the Commission (Staff); Qwest Corporation, doing business as CenturyLink QC; El Paso County Telephone Company; CenturyTel of Colorado, Inc.; and CenturyTel of Eagle, Inc.
  

4. The following intervened as of right or were granted leave to intervene:  AARP; AT&T Corp.; Bell Atlantic Communications, Inc., doing business as Verizon Long Distance (Bell Atlantic); Bresnan Broadband of Colorado, LLC; Colorado Office of Consumer Counsel (OCC); MCI Communications Services, Inc., doing business as Verizon Business Services (MCI Communications); MCIMetro Access Transmission Services LLC, doing business as Verizon Access Transmission Services (MCIMetro); N.E. Colorado Cellular, Inc., doing business as Viaero Wireless (Viaero); Northern Colorado Communications, Inc.; NYNEX Long Distance Company, doing business as Verizon Enterprise Solutions (NYNEX); Sprint Communications Company L.P.; Sprint Spectrum L.P., doing business as Sprint PCS;
 Teleconnect Long Distance Services and Systems Co., doing business as Telecom USA (Telecom USA); Teleport Communications America, LLC;
 TTI National, Inc. (TTI); tw telecom of colorado, llc; and Verizon Select Services Inc.
  The Colorado Cable Telecommunications Association was granted amicus curiae status.  

5. The procedural history of this proceeding is discussed in interim decisions previously issued in this matter.  The procedural history is repeated here as necessary to place this Interim Decision in context.  

6. On August 2, 2013, OCC filed (in one document) a Motion to Compel Responses to OCC’s First Set of Discovery Requests to the Colorado Public Utilities Commission Staff and Request for Shortened Response Time.  This filing is discussed below.  

7. On August 12, 2013, Viaero filed a Motion Requesting Highly Confidential Protection of Information Provided in Its Responses to Staff of the Public Utilities Commission’s First Set of Data Requests.  This motion is discussed below.  

A. Office of Consumer Counsel Motion to Compel.  

8. On August 2, 2013, OCC filed (in one document) a Motion to Compel Responses to OCC’s First Set of Discovery Requests to the Colorado Public Utilities Commission Staff [OCC Motion to Compel] and Request for Shortened Response Time [OCC Request].  

9. On August 9, 2013, Staff filed its Objection to the OCC’s Request for Shortened Response Time.  

10. With respect to the OCC Request, the 14-day response time to the OCC Motion to Compel has expired.  The ALJ will deny as moot the OCC Request.  

11. On August 16, 2013, Staff filed (in one document) a Motion for an Extension of Time to File its Response to the OCC’s Motion to Compel [Staff Motion] and Request for Waiver of Response Time [Staff Request].  

12. With respect to the Staff Request, because no party will be prejudiced, the ALJ will grant the Staff Request with respect to response time to the Staff Motion.  

13. With respect to the Staff Motion, the ALJ finds that the motion states good cause and that granting the motion will not prejudice any party.
  The ALJ will grant the Staff Motion and will permit Staff to file, no later than August 21, 2013, its response to the OCC Motion to Compel.  

14. On August 21, 2013, Staff filed its Response to the OCC’s Motion to Compel (Staff Response).  

15. On August 26, 2013, CenturyLink filed a Statement Regarding OCC’s Motion to Compel.  CenturyLink made this filing out of time, and no motion to allow late filing accompanied the filing.  The ALJ did not read, and thus did not consider, this CenturyLink filing.  

16. The ALJ now turns to the OCC Motion to Compel.  

17. Rule 4 Code of Colorado Regulations (CCR) 723-1-1405
 governs discovery in Commission proceedings.  Rule 4 CCR 723-1-1405(g) requires the “movant [to make] a good faith effort to resolve the discovery dispute” before filing a motion to compel response to discovery.  In the OCC Motion to Compel at 11, OCC states that it met with Staff in an effort to resolve the discovery dispute and that the attempt was unsuccessful.  Staff does not contest this good faith effort.  The ALJ finds that OCC has satisfied the Rule 4 CCR 723-1-1405(g) requirement.  Thus, the ALJ now considers the substance of the OCC Motion to Compel.  

1. Applicable law.  

18. Rule 4 CCR 723-1-1405(a) incorporates by reference specific provisions of the discovery rules found at Colorado Rules of Civil Procedure (Colo.R.Civ.P.) 26 through 37.  

19. A party may serve discovery upon another party to discover any matter, not privileged, that is relevant to the claim or defense of a party.  Colo.R.Civ.P. 26(b)(1).  The scope of pretrial discovery is broad in order to effectuate its purposes, some of which are:  discovery of relevant evidence, simplification of issues, elimination of surprise at hearing, and promotion of settlement of issues and cases.  Silva v. Basin Western, Inc., 47 P.3d 1184, 1188 (Colo. 2002).  Preparation for cross-examination of witnesses at hearing is another purpose of discovery.  

20. Consistent with the purposes of discovery, the concept of relevance in the context of discovery is a broad one (Sewell v. Public Service Company of Colorado, 832 P.2d 994, 999 (Colo. App. 1991)) and “is not equivalent to the standard for admissibility of evidence at trial” (Williams v. District Court, 866 P.2d 908, 911 (Colo. 1993)).  “Information is discoverable if it is sufficiently related to the issues in the litigation.”  Williams, 866 P.2d at 914 (Vollack, J., concurring).  “[I]t is sufficient that the inquiry be made as to matters generally bearing on the issue and relevant thereto.”  Lucas v. District Court, 140 Colo. 510, 517, 345 P.2d 1064, 1068 (1959).  See also Colo.R.Civ.P. 26(b)(1) (“Relevant information need not be admissible at trial if the discovery appears reasonably calculated to lead to the discovery of admissible evidence.”).  

21. The Colorado Supreme Court has emphasized that, “[w]hen resolving discovery disputes, the rules should be construed liberally to effectuate the full extent of their truth-seeking purpose, so in close cases the balance must be struck in favor of allowing discovery.”  National Farmers Union Property and Casualty Co. v. District Court, 718 P.2d 1044, 1046 (Colo. 1986).  

22. Staff obtained through audit the information sought by OCC.  
Section 40-15-107(2), C.R.S., pertains to information obtained through audit and provides:  


(a)
Except as otherwise provided in paragraph (b) of this subsection (2), all information, documents, and copies thereof provided to the commission, a commissioner, or any person employed by the commission in connection with an audit, whether such audit is conducted pursuant to this section or pursuant to any other authority granted to the commission by law, shall be given confidential treatment and shall not be made public by the commission or any other person without either:  



(I)
The prior written consent of the person providing such information, documents, or copies; or  



(II)
A court order issued pursuant to section 24-72-204(5), C.R.S.  


(b)
This subsection (2) shall not be construed to shield from disclosure information, documents, and copies thereof that are in the commission’s possession through the exercise of the commission’s audit authority and that are otherwise subject to disclosure under the Colorado open records law, part 2 of article 72 of title 24, C.R.S.  The commission may consider whether to change the status of reports provided to it on a nonconfidential basis.  
(Emphasis supplied.)  

23. The Colorado Open Records Act (CORA) is found in part 2 of article 72 of title 24, C.R.S.; sets out the procedures by which one requests information from a Colorado agency such as the Commission; and, as the reference in § 40-15-107(2)(b), C.R.S., establishes, was enacted before § 40-15-107(2), C.R.S., was enacted.  Very broadly speaking, under CORA (see generally, § 24-72-204, C.R.S.), one requests records (or inspection of records) from an agency; the agency’s custodian of public records reviews the requested records and, among other things, determines whether the information in the records must or may be withheld from public disclosure; the agency’s custodian of public records either provides or withholds the requested records; and, if the custodian withholds the requested records, a requestor who is dissatisfied with the custodian’s decision to withhold may seek judicial relief.
  Under CORA, the agency’s custodian of public records makes the initial determination concerning whether to permit or to withhold access to records; and judicial relief is sought from the agency custodian’s determination.  When it enacted § 40-15-107(2)(a)(II), C.R.S., with the express reference to CORA, the Colorado General Assembly is presumed to have knowledge of, and to have intended to incorporate, the CORA process contained in § 24-72-204, C.R.S.  
24. Rules 4 CCR 723-1-1100 and 723-1-1101 govern the treatment of confidential information in a proceeding, such as the instant case.  In a proceeding, when a party claims that its information is confidential, the information is not disclosed to the public; is made available only to a person who has signed, served, and filed with the Commission a nondisclosure agreement;
 and is treated as confidential until the Commission determines otherwise.  As pertinent here, a party does not waive its right to challenge a claim of confidentiality or a Commission finding of confidentiality by accepting information claimed or found to be confidential.  A party may challenge a claim of confidentiality, in which event the Commission will make a determination with respect to whether the information in fact is confidential.  The Commission sua sponte may issue a decision notifying the parties that a determination will be made whether information claimed to be confidential in fact is confidential.  “The Commission’s acceptance of information pursuant to a claim of confidentiality is not, and shall not be construed to be, an agreement or determination by the Commission that the subject information is, in fact, confidential.”  Rule 4 CCR 723-1-1100(c).  
25. Importantly, Rule 4 CCR 723-1-1100(j) provides that  
[p]arties to a proceeding retain the right to question, [to] challenge, and [to] object [at hearing] to the admissibility of any and all data, information, studies, and other matters furnished under the terms of [Rules 4 CCR 723-1-1100 and 723-1-1101] on the grounds of relevancy or materiality.  
26. Rules 4 CCR 723-1-1100 and 723-1-1101 work in conjunction with, and complement, the CORA process.  In determining whether information claimed to be confidential in fact is confidential, the Commission considers, among other things, whether the information must or may be withheld from public disclosure pursuant to § 24-72-204, C.R.S.  
2. Discussion.  

27. The Commission and its Staff have access to confidential information, assuming the requirements of Rule 4 CCR 723-1-1100(h) are met.  This Interim Decision addresses whether persons other than Staff have access to information that is confidential because it was submitted pursuant to audit.  This discussion does not apply to Staff’s access to information claimed to be confidential or confidential because the information was submitted in response to audit.  Thus, reference in this Interim Decision to parties does not include Staff.  

28. As discussed below, the ALJ finds that OCC has met its burden of proof with respect to the Motion to Compel.  By this Interim Decision, the ALJ will grant the OCC Motion to Compel and will order Staff to respond, on or before 4:00 p.m. on September 9, 2013, in full and without further objection, to OCC Data Request No. 1-2.
  The ALJ will not certify this ruling as immediately appealable to the Commission pursuant to Rule 4 CCR 723-1-1502(d).  
29. In OCC Data Request No. 1-2, OCC asks Staff to produce, for each of the 70 listed wire centers, the names or identities of the Incumbent Local Exchange Carriers (ILECs), cable providers, and full wireless providers included in the numbers that appear in the column labeled “ILEC, Cable, Full Wireless” in Attachment A to Decision No. C13-0522.  In that data request, OCC seeks no other information.  

30. In the Motion to Compel, OCC requests the Commission to order Staff to respond, without further objection, to OCC Data Request No. 1-2.
  

31. As good cause for granting its motion to compel, OCC states that discovery in this Proceeding is governed by Rule 4 CCR 723-1-1405 and Colo.R.Civ.P. 26 through 37 as incorporated by reference by Rule 4 CCR 723-1-1405(a).  OCC states that the scope of discovery is broad and that Colo.R.Civ.P. 26(b) establishes the applicable standard, which is:  

[P]arties may obtain discovery regarding any matter, not privileged, that is relevant to the claim or defense of any party.  ...  Relevant information need not be admissible at trial if the discovery appears reasonably calculated to lead to the discovery of admissible evidence.  

OCC asserts that the information sought in OCC Data Request No. 1-2 is not privileged, is relevant to the issues in this Proceeding, and is reasonably calculated to lead to the discovery of admissible evidence.
  

32. In the Staff Response, Staff opposes the OCC Motion to Compel.  

33. In its Response, Staff does not argue explicitly that the information sought by OCC is not relevant to this Proceeding.  Staff provides “A Note on the Relevancy (or Lack Thereof) of the OCC’s Discovery Request” in which Staff describes in general terms the concerns expressed by unidentified “counsel for the telecom providers implicated by” OCC Data Request No. 1-2 and notes that Staff “shares many of these same sentiments.”  (Staff Response at 16.)  

34. The ALJ finds that the information sought by OCC Data Request No. 1-2 is sufficiently related to the issues in this Proceeding to meet the relevance standard for purposes of discovery.  This is not -- and is not intended to be -- a finding that the information sought by OCC Data Request No. 1-2 would be admissible if offered into evidence at hearing.  

35. In its Response, Staff does not address whether the information sought by OCC is reasonably calculated to lead to the discovery of admissible evidence.  By not addressing this issue, Staff concedes that the information is reasonably calculated to lead to the discovery of admissible evidence.  

36. The ALJ finds that the information sought appears reasonably calculated to lead to the discovery of admissible evidence.  

37. The ALJ finds that Staff has not asserted that the information is privileged, other than the contention that § 40-15-107(2)(a), C.R.S., precludes release of the information except in two stated circumstances (discussed below).  

38. In its Response, Staff objects to OCC Data Request No. 1-2 and asks that the Commission deny the OCC Motion to Compel on these grounds:  (a) Staff neither drafted nor developed Attachment A to Decision No. C13-0522; (b) Staff obtained the information sought by OCC through audit, and § 40-15-107(2)(a), C.R.S., precludes public disclosure of information obtained through audit without consent of the submitting entity or a court order, notwithstanding the Commission’s rules governing treatment of confidential information; and (c) disclosure of the information to OCC “would chill Staff’s ability to carry out effective audits in the future” (Staff Response at 18).  The ALJ discusses each of these asserted grounds.  

39. Authorship of Attachment A to Decision No. C13-0522.
Staff states that it “cannot respond to the OCC’s discovery request because [Staff] lacks personal knowledge of the drafting or development of” Attachment A to Decision No. C13-0522.  Staff Response at 2.  

40. In support of this objection, Staff recounts “key aspects of four dockets associated with the Commission’s efforts to address ECA issues in Colorado, beginning with the [Telecom Advisory Group (TAG)] Docket, from which Staff gathered 100% of the data associated with the OCC’s Motion to Compel.”
  Staff Response at 3 (emphasis supplied).  As detailed in the Staff Response at 4-8:  (a) in 2011 and 2012, the Commission and Staff collected information in the TAG Docket through audit; (b) in the audit responses received, no provider indicated the particular CenturyLink wire centers in which it provided service; (c) using the audit response data and (unidentified) software, Staff developed “telecom provider service maps overlaid upon CenturyLink’s wire center boundaries” (Staff Response at 5) and presented that information at the Commission Information Meeting held on March 23, 2012 in the TAG Docket;
 (d) Staff presented the TAG Docket information collected by audit as Amended Staff Exhibit 2 in the Rulemaking Docket;
 and (e) at the Commission Information Meeting held on March 4, 2013 in the Information Docket, Staff presented (as Exhibit 1 in the Information Docket) an update of the information contained in Amended Exhibit 2 in the Rulemaking Docket.
  

41. To this basis for Staff’s objection, OCC responds:  the Commission identified the source of the information in Attachment A when the Commission stated that Attachment A “includes wire center serving areas where the most recent data provided by Staff ... in its Amended Staff Exhibit 2 filed October 2, 2012 in the Rulemaking Docket ... indicate that CenturyLink is the incumbent provider and three or more facilities-based providers are present and offering service in the serving area” (Decision No. C13-0522 at ¶ 11 quoted in OCC Motion to Compel at 5).  OCC asserts that this Commission statement establishes that the source of the information in Attachment A is Staff and that Staff has the information sought (i.e., provider names).  OCC argues that this basis for Staff’s objection is without foundation.  

42. As recounted in the Staff Response at 4-6, the information sought by OCC Data Request No. 1-2 is information obtained by Staff through audit in the TAG Docket and subsequently submitted by Staff as Amended Staff Exhibit 2 in the Rulemaking Docket.  Based on ¶ 11 of Decision No. C13-0522, the ALJ finds that the Commission prepared Attachment A to Decision No. C13-0522 from the Staff-prepared-and-submitted Amended Staff Exhibit 2 in the Rulemaking Docket.  Consequently, the ALJ finds unpersuasive Staff’s argument that it objects to producing the requested information because Staff lacks knowledge of the drafting and development of Attachment A.  

43. Section 40-15-107(2)(a), C.R.S., prohibition against release of information obtained through audit.
Staff states, and there appears to be no dispute, that it has not disclosed publicly the identities of the entities that responded to the audit requests propounded in the TAG Docket, which are the origin of the information sought by OCC here.  Because it obtained the information sought by OCC through audit, Staff asserts that § 40-15-107(2)(a), C.R.S., is applicable and prevents public disclosure of that information.  Staff argues that this statutory prohibition includes disclosure of the information to OCC in this proceeding.
  

44. As its grounds for refusing to disclose the requested information to OCC, Staff argues that § 40-15-107(2)(a), C.R.S., precludes Staff from disclosing the information because:  (a) neither of the conditions stated in § 40-15-107(2)(a), C.R.S., is met (Staff Response at 10-11); (b) the meaning of confidential treatment, as that phrase is used in § 40-15-107(2)(a), C.R.S., is unclear (id. at 11); (c) some submitting entities “add[ed] their own prohibitions regarding disclosure[,]” and § 40-15-107(2)(a), C.R.S., “does not account for a situation where the provider of audit information, data, or documents places strict conditions upon the circumstances upon which Staff may disclose the information, data, or documents” (id.); and (d) § 40-15-107(2)(a), C.R.S., “indicates that the Commission lacks jurisdiction to order the public disclosure of information obtained via audit” (id.).  

45. Staff also asserts that Rules 4 CCR 723-1-1100 and 723-1-1101 are neither applicable nor helpful in this case because, although they reference audit twice, the cited Rules “do not appear to provide the absolute protection against public disclosure that 
[§ 40-15-107(2)(a), C.R.S.,] affords to audit responders” (id. at 13; emphasis supplied).  

46. Further, Staff states that OCC requested, and the Commission Director allowed, ‘“the disclosure of all confidential information filed in [the TAG Docket] to the OCC,’ and the letter specifically referred to audit responses.”  Staff Response at 5, referring to Exhibit 9 (Notification to All Parties in Docket No. 10M-565T, dated November 17, 2011).  The referenced Notification states:  (a) the information sought by OCC was obtained through audit; (b) in accordance with Rule 4 CCR 723-1-1100(c) then in effect,
 persons who provided the audit responses were given “seven days within which to object to the OCC’s receipt of the information[, and] no such objections were filed”; and OCC was permitted to receive the information after it had signed and filed nondisclosure agreements in the TAG Docket.  

47. To this basis for Staff’s objection, OCC responds:  (a) OCC asks for the identities of the providers in each of the wire centers listed in Attachment A to Decision No. C13-0522 and does not request any other information; (b) OCC is not asking that the Commission or Staff make public any information; (c) OCC asks Staff to disclose the identities of the providers,
 with the disclosure being subject to the standard nondisclosure agreement and Rules 4 CCR 723-1-1100 and 723-1-1101; and (d) the plain language of § 40-15-107(2)(a), C.R.S., requires confidential treatment of information obtained through audit, and Rules 4 CCR 723-1-1100 and 723-1-1101 afford sufficient protection of the confidential information.  

48. In the Staff Response at 17-18, Staff responds to particular points raised in the OCC Motion to Compel.  Staff:  (a) agrees that CenturyLink is a provider in each of the 70 wire centers listed in Attachment A to Decision No. C13-0522; (b) asserts that OCC has other, but unspecified, avenues available by which it can obtain the information sought in OCC Data Request No. 1-2; (c) clarifies that Staff obtained through audit all the information sought by OCC; and (d) reaffirms that Staff has not disclosed publicly the identities of the entities that submitted information in response to audit in the TAG Docket.  

49. For the following reasons, Staff failed to support its arguments that rest on 
§ 15-40-107(2)(a), C.R.S., or the ALJ finds those arguments not to be persuasive, or both.  

50. First, Staff apparently misunderstands OCC’s request because Staff interposes arguments that do not address the OCC request.  Staff’s arguments wholly focus on public disclosure of information, but OCC states clearly and repeatedly that it does not seek public disclosure of any information.  OCC seeks the identities of the providers as confidential information and in accordance with Rules 4 CCR 723-1-1100 and 723-1-1101.  These Rules afford confidential treatment and protection against public disclosure; fully satisfy the 
§ 15-40-107(2)(a), C.R.S., requirement that information obtained through audit “shall be given confidential treatment”; and are clear that disclosure in accordance with, and pursuant to, a nondisclosure agreement is not public disclosure.  
51. Staff fails to explain how the disclosure sought by OCC is public disclosure.
  Staff’s failure to explain this basic proposition is sufficient basis, standing alone and without consideration of Staff’s other arguments on this point, to find that the Staff’s objection to OCC Data Request No. 1-2 is not well-founded and that its argument in support of that objection is unpersuasive.
  

52. Second, Staff argues that the meaning of confidential treatment, as used in 
§ 40-15-107(2)(a), C.R.S., is unclear.  Staff Response at 11.  Staff does not develop this argument.  In addition, as documented in Exhibit 9 to the Staff Response, the Commission has interpreted confidential treatment, as used in § 40-15-107(2)(a), C.R.S., to mean treated as confidential pursuant to Rules 4 CCR 723-1-1100 and 723-1-1101 (and their predecessors).
  Staff does not explain why the same definition of confidential treatment cannot or should not be used in this Proceeding.  Thus, Staff fails to support this second point.  

53. Third, apparently as a basis for not providing the requested information to OCC, Staff states that some providers submitted their audit responses with specific restrictions pertaining to disclosure and that § 40-15-107(2)(a), C.R.S., “does not account for” such a situation.  Staff Response at 11.  Staff neither elaborates on this statement nor provides examples of the referenced restrictions.  Staff fails to address whether a provider’s placing its own restrictions on the release of information supplied in response to audit is a legally-sufficient basis for refusing to provide the information in response to OCC Data Request No. 1-2.  Thus, Staff fails to support this third point.  

54. In addition, the ALJ finds that it is not necessary for the statute to address or to take into consideration the situation described by Staff.  There is a Rule for that.  

Rule 4 CCR 723-1-1101(b) (as did its predecessor) provides the mechanism that “a person [who] believes that information requires extraordinary protection beyond that otherwise provided for information furnished subject to a claim of confidentiality” must use to 

55. obtain a Commission decision that finds the information to be highly confidential and orders extraordinary protection for the information.  The ALJ notes that the existence of this Rule may negate, or at least calls into question the efficacy of, any restrictions that providers placed on information provided in response to audit.  

56. Fourth and lastly, Staff’s argument that § 40-15-107(2)(a), C.R.S., “indicates that the Commission lacks jurisdiction to order the public disclosure of information obtained via audit” (Staff Response at 11; emphasis supplied) appears not to take into consideration 
§ 40-15-107(2)(b), C.R.S.  Pursuant to that provision (set out in full above), the Commission must release to the public information and documents obtained through audit if they are subject to disclosure under CORA.  As discussed above, the CORA process to determine whether to release a document initially takes place within the Commission.  Read in its entirety and understood in context, § 40-15-107(2), C.R.S., does not appear to deprive the Commission of its jurisdiction to determine whether to release to the public any information obtained through audit.  This point is not relevant to the OCC Motion to Compel, however, because the OCC Motion to Compel does not seek the release of any information to the public.  Thus, the ALJ makes no finding or ruling on the fourth Staff argument.  

57. Potential to chill effective audits in the future.
As the final, independent basis for its objection, Staff argues that, if Staff were to disclose to OCC information obtained in response to audit and if that disclosure were  

in violation of [§ 40-15-107(2)(a), C.R.S.,] such a disclosure would chill Staff’s ability to carry out effective audits in the future [because] many providers maintain that they are not subject to the Commission’s jurisdiction and, therefore, maintain that they are not legally bound to respond to audit.  ...  If telecom providers perceive that Staff does not protect audit responses according to the 

absolute letter of the law, these companies might, in the future, object on jurisdictional grounds and not respond to the audit at all.  

Staff Response at 18.  

58. To this basis for Staff’s objection, OCC responds:  (a) Staff has a statutory right to conduct audit; (b) a person responding to audit should expect only the protections afforded by § 40-15-107(2)(a), C.R.S., which “expressly provides avenues for disclosure of the information to third parties and places no restrictions on Staff’s use of the material other than it will be given confidential treatment” (OCC Motion to Compel at 9); and (c) taken to its logical conclusion, Staff’s assertion that disclosure of information obtained through audit -- even when the disclosure is pursuant to, and subject to, a nondisclosure agreement -- is prohibited by statute would prevent introduction of such information as evidence in this adjudicatory proceeding.  

59. The ALJ finds the OCC argument to be persuasive and Staff’s argument to be unpersuasive.  In addition, Staff’s argument rests on speculation about what a provider might do in the future if requested to provide information in response to audit and if Staff did “not protect audit responses according to the absolute letter of the law” (Staff Response at 18).
  Further, the ALJ questions whether a provider’s hypothetical future actions in response to a hypothetical future audit request provides a legally-sufficient basis for Staff’s refusal to provide information in response to OCC Data Request No. 1-2.  Finally, the ALJ observes that Staff may have options available to obtain information from providers that refuse to comply with audit requests; Staff does not discuss the existence of options in its Response.  

60. In sum, the ALJ finds that Staff did not support this basis for its objection to, and refusal to provide information in response to, OCC Data Request No. 1-2.  

61. Additional Staff objections or arguments.
The ALJ considered all objections interposed, and arguments made, by Staff in its Response.  If Staff raised an objection, or made an argument in support of an objection, in the Staff Response that is not addressed in this Interim Decision, the ALJ finds that objection or argument either not supported or not persuasive.  

B. Viaero Motion for Extraordinary Protection.  

62. On August 12, 2013, Viaero filed a Motion Requesting Highly Confidential Protection of Information Provided in Its Responses to Staff of the Public Utilities Commission’s First Set of Data Requests (Viaero Motion).  Viaero requests that the Commission designate as highly confidential the information provided to Staff in response to Data Request CPUC 1-1 and Data Request CPUC 1-6
 and grant that information the following extraordinary protection:  (a) Staff only will receive the information sought in Data Request CPUC 1-1, and Viaero will provide that information in an electronic medium; (b) Staff will receive the information sought in Data Request CPUC 1-6 in hard copy only; and (c) ”[t]o the extent any parties ... can establish to Viaero’s satisfaction that they have a legitimate need for [the information sought in Data Request CPUC 1-1 and Data Request CPUC 1-6], certain of their personnel may view the information in Viaero’s office” (Viaero Motion at 5; emphasis supplied) “by appointment at reasonable times during normal business hours, but copying or any actions to reproduce or capture the data will be prohibited” (id. at 2; emphasis provided).  Viaero asks that the information remain highly confidential and subject to extraordinary protection “in perpetuity” (id. at Exhibit 2 at ¶ 4).
  Exhibit 1 to the Viaero Motion is a proposed Non-disclosure Agreement for Highly Confidential Information.  

63. As good cause for granting its motion, Viaero states:  (a) in response to the Staff data requests, Viaero “produced a wireless propagation map derived from internal, proprietary propagation modeling which is based on, and contains, highly sensitive, proprietary network data inputs” (Viaero Motion at 2);
 (b) in response to the Staff data requests, Viaero “produced a detailed map depicting the exact location of Viaero’s wireless network assets, which is also competitively sensitive, proprietary, internal, secret information” (id.); (c) none of the information produced in the response to the Staff data requests “is public, and Viaero takes steps to preserve the confidentiality of this information internally by restricting access to only those employees with a need to know” (id.); (d) only three persons within Viaero have access to the information produced in the response to the Staff data requests (id. at Exhibit 2 at ¶ 3); and (e) the information produced in the response to the Staff data requests meets the definition of trade secret in the Uniform Trade Secrets Act, title 7, article 74, C.R.S.
  In addition, because the issue arose in the context of discovery and discovery responses are not filed with the Commission, Viaero asserts that “there is no logic in filing the actual information for which highly confidential protection is sought” (Viaero Motion at 4).  

64. As its bottom line, Viaero states:  “While Viaero is willing to share this information with Staff in order to enable [Staff] to perform its role in this docket, Viaero is not willing to proliferate this information or [to] send it to any of the other parties, none of whom need it, and some of whom are its direct competitors.”  Viaero Motion at 4-5.  

65. On August 26, 2013, CenturyLink filed a Response to Viaero’s Motion Requesting Highly Confidential Protection (CenturyLink Response).  CenturyLink opposes the Viaero Motion.  

66. Given that “the collection of the Viaero coverage information and tower location information in two single documents provides more easily accessible information than what is available from public sources” (CenturyLink Response at 5), CenturyLink acknowledges that the information provided to Staff in response to Data Request CPUC 1-1 and Data Request 
CPUC 1-6 likely is confidential.  CenturyLink agrees that the information should be treated as confidential pursuant to Rules 4 CCR 723-1-1100 and 723-1-1101 and released only to persons who have signed, served, and filed standard nondisclosure agreements.  

67. CenturyLink disagrees with the assertion that the information is highly confidential and requires extraordinary protection.  CenturyLink asks that the Commission deny the Viaero Motion because:  (a) the assertion that the information is highly confidential lacks explanation and support; (b) Viaero does not explain why ordinary confidential treatment is insufficient protection; (c) the nature of this proceeding dictates that all parties have access to coverage area information so that they can present evidence on the question of whether the CenturyLink wire centers at issue are effective competitive areas; and (d) the information provided to Staff is not highly confidential because:  (1) “Viaero publishes a map of its coverage in marketing materials, including its public website” (CenturyLink Response at 2; footnote omitted), and the Viaero Motion “fails to explain why the coverage map produced in discovery requires two levels more confidential treatment than the publicly available coverage maps that show coverage essentially at the city block level” (id. at 3); and (2) tower locations and wireless antenna locations are publicly available on websites (id. at 4-5), and Viaero itself publicly discloses tower locations in various contexts (id. at 4).  

68. As its bottom line, CenturyLink states:  “The collection of this data is likely sensitive and should be entitled to some protection.  However, with the amount of information that is publicly available, and given the lack of explanation in Viaero’s motion, Viaero should disclose information confidentially and the motion for highly confidential protection should be denied.”  CenturyLink Response at 5.  

69. Rule 4 CCR 723-1-1101(b) addresses information that a party claims is highly confidential and warrants extraordinary protection.  In pertinent part, that Rule provides:  

 
If a person believes that information requires extraordinary protection beyond that otherwise provided for information furnished subject to a claim of confidentiality, then the person must file a motion requesting highly confidential protection.  The motion:  

 
(I)
shall include a detailed description and/or representative sample of the information for which highly confidential protection is sought;  

 
(II)
shall state the specific relief requested and the grounds for seeking the relief;  

 
(III)
shall advise all other parties of the request and the subject matter of the information at issue;  

 
(IV)
shall include a showing that the information for which highly confidential protection is sought is highly confidential; that the protection afforded by the Commission’s rules for furnishing confidential information provides insufficient protection for the highly confidential information; and that, if adopted, the highly confidential protections proposed by the movant will afford sufficient protection for the highly confidential information;  

 
(V)
shall be accompanied by a specific form of nondisclosure agreement requested;  

 
(VI)
shall be accompanied by an affidavit containing the names of all persons with access to the information and the period of time for which the information must remain subject to highly confidential protection, if known; and  

 
(VII) shall include an exhibit, filed in accordance with the procedures established in [Rule 4 CCR 723-1-1101(a)], containing the information for which highly confidential protection is requested.  Alternatively, the movant may show why providing the subject information would be overly burdensome, impractical, or too sensitive for disclosure.  

(Emphasis supplied.)  This is the Rule pursuant to which Viaero filed its motion.  

70. For the following reasons, the ALJ finds that Viaero has not established that the information provided to Staff in response to Data Request CPUC 1-1 and Data Request 
CPUC 1-6 is highly confidential and that it requires extraordinary protection.  By this Interim Decision, the ALJ will deny the Viaero Motion.
  The ALJ will not certify this ruling as immediately appealable to the Commission pursuant to Rule 4 CCR 723-1-1502(d).  
71. First, the information provided in the CenturyLink Response is sufficient to show that the information in some form is available to the public, albeit collection of the information would require searching numerous websites (including Viaero’s) to collect the information.  In addition, the information provided in the CenturyLink Response is sufficient to meet the affidavit supporting the Viaero Motion.  

72. Second, the ALJ agrees with CenturyLink that the Viaero Motion does not explain adequately why confidential treatment is insufficient and extraordinary protection is required.  Given the nature of the facts on which a Commission finding that a wire center is an ECA will turn, such an explanation is of particular importance here as extraordinary protection -- especially of the type sought by Viaero -- will serve to prevent most (if not all) parties other than Staff from having access to the Viaero data and, thus, will reduce those parties’ ability to participate meaningfully in this proceeding.  

73. Third, Viaero asserts that it “is not willing to proliferate this information or [to] send it to any of the other parties, ... some of whom are its direct competitors” (Viaero Motion at 5).  Viaero does not explain, however, why Rule 4 CCR 723-1-1101(h)
 is not sufficient to protect the information from competitors.  

74. Fourth, Viaero requests a finding that the information is highly confidential in perpetuity.  Even if the information were highly confidential, such a finding would be too broad because whether information is highly confidential (or confidential at all) changes over time as circumstances change.  

75. The ALJ has additional concerns about the Viaero Motion.  Viaero does not indicate what a party other than Staff must show to establish the party’s “legitimate need” for the information.  Viaero does not provide its definition of “legitimate need,” and the ALJ cannot discern a definition from the Viaero Motion.  Viaero specifies neither the process by which the party will establish its “legitimate need” nor the criteria or standard that Viaero will use to determine whether the party has established its “legitimate need” for the information “to Viaero’s satisfaction” (Viaero Motion at 5).  Viaero does not state how long the process will take from the date on which a party other than Staff requests access to the information.  Importantly, in the Viaero Motion at 5, Viaero demonstrates its predisposition not to allow parties other than Staff to have access to the information:  “Viaero is not willing to ... send [the information] to any of the other parties, none of whom need it, and some of whom are its direct competitors.”  (Emphasis supplied.)  

76. Assuming Viaero agreed that a party other than Staff should have access to the Viaero data, the ALJ has concerns about Viaero’s proposed extraordinary protections.  Access to the information is severely restricted:  only “certain of [the party’s] personnel” (Viaero Motion at 5) may have access; and no notes or copies may be made.  Viaero does not explain the meaning of “certain of [the party’s] personnel[.]”  Notwithstanding the apparent complexity of the information for which extraordinary protection is sought, Viaero does not provide an adequate explanation for the need for the restriction against notes and copying.  

77. In short, Viaero requests that the Commission delegate to Viaero the ability to determine, in Viaero’s sole and unfettered discretion and without guidelines or limitation, which (if any) persons other than Staff will have access to the information provided to Staff in response to Data Request CPUC 1-1 and Data Request CPUC 1-6.  The ALJ would have found Viaero’s proposed extraordinary protections to be inappropriate, even if she had found the information to be highly confidential.  

78. For the reasons discussed above with respect to the OCC Motion to Compel, the information provided to Staff in response to Data Request CPUC 1-1 and Data Request 
CPUC 1-6 is confidential pursuant to § 40-15-107(2), C.R.S.  Thus, the information is available only to persons who have signed, served, and filed a standard nondisclosure agreement in this Proceeding.  

II. ORDER  
A. It Is Ordered That:  
1. Consistent with the discussion above, the Motion to Compel Responses to OCC’s First Set of Discovery Requests to the Colorado Public Utilities Commission Staff, which motion was filed on August 2, 2013 by the Colorado Office of Consumer Counsel, is granted.  

2. No later than 4:00 p.m. on September 9, 2013, Staff of the Commission shall respond, in full and without further objection, to OCC Discovery Request No. 1-2.  
3. Consistent with the discussion above, the Motion Requesting Highly Confidential Protection of Information Provided in Its Responses to Staff of the Public Utilities Commission’s First Set of Data Requests, which motion was filed on August 12, 2013, by N.E. Colorado Cellular, Inc., doing business as Viaero Wireless, is denied.  

4. The Motion for an Extension of Time to File its Response to the OCC’s Motion to Compel, which motion was filed by Staff of the Commission on August 16, 2013, is granted.  

5. Not later than August 21, 2013, Staff of the Commission shall file its response to the Motion to Compel Responses to OCC’s First Set of Discovery Requests to the Colorado Public Utilities Commission Staff, which motion was filed on August 2, 2013 by the Colorado Office of Consumer Counsel.  

6. The Request for Shortened Response Time filed on August 2, 2013 by the Colorado Office of Consumer Counsel is denied as moot.  

7. The Request for Waiver of Response Time filed by Staff of the Commission on August 16, 2013 is granted.  

8. Response time to the Motion for an Extension of Time to File its Response to the OCC’s Motion to Compel filed by Staff on August 16, 2013 is waived.  

9. The Parties are held to the advisements contained in Interim Decisions issued in this proceeding.  
10. This Interim Decision is effective immediately. 
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Doug Dean, 
Director
	THE PUBLIC UTILITIES COMMISSION
OF THE STATE OF COLORADO


MANA L. JENNINGS-FADER
________________________________
                     Administrative Law Judge




�  The referenced Basic Service Competition Rules are found in the Rules Regulating Telecommunications Providers, Services, and Products, Part 2 of 4 Code of Colorado Regulations (CCR) 723 at Rules 4 CCR 723-2-2213 through and including 723-2-2215.  


�  Qwest Corporation, doing business as CenturyLink QC; El Paso County Telephone Company; CenturyTel of Colorado, Inc.; and CenturyTel of Eagle, Inc., collectively, are CenturyLink.  


�  Sprint Communications Company L.P. and Sprint Spectrum L.P., doing business as Sprint PCS, collectively, are Sprint.  


�  AT&T Corp. and Teleport Communications America, LLC, collectively, are AT&T.  


�  Bell Atlantic, MCI Communications, MCIMetro, NYNEX, Telecom USA, TTI, and Verizon Select Services Inc., collectively, are Verizon.  


�  Staff represents that OCC does not oppose the Staff Motion.  


�  This Rule is found in the Rules of Practice and Procedure, Part 1 of 4 Code of Colorado Regulations 723.  


�  A dissatisfied requestor seeks judicial relief pursuant to § 24-72-205(5), C.R.S.  This is the statute referenced in § 40-15-107(2)(a)(II), C.R.S.  


�  Pursuant to Rule 4 CCR 723-1-1100(h), the Commission and Staff are exceptions.  


�  On September 5, 2013, by electronic mail, the ALJ informed the Parties of her ruling on this motion.  


�  Exhibit 1 to the OCC Motion to Compel is a copy of OCC Data Request No. 1-2 and the original Staff objection, dated July 17, 2013.  On August 9, 2013, the same day on which OCC filed the Motion to Compel, Staff served an amended objection to OCC Data Request No. 1-2.  The amended objection is Exhibit 3 to the Staff Response.  The original objection and the amended objection are substantively the same.  


�  In its Motion to Compel, OCC also addresses each basis for Staff’s objection to the OCC data request.  Staff’s objections and OCC’s responses are discussed below.  


�  The four proceedings are:  (a) Proceeding No. 10M-565T (TAG Docket); (b) Proceeding No. 12R-862T (Rulemaking Docket); (c) Proceeding No. 13I-0097T (Information Docket); and (d) the instant Proceeding.  


�  The information presented during the Commission Information Meeting is publicly available in the TAG Docket.  


�  Amended Staff Exhibit 2 is publicly available in the Rulemaking Docket.  


�  The information presented during the Commission Information Meeting is publicly available in the Information Docket.  


�  In addition to the legal arguments, Staff suggests possible resolutions to the discovery dispute.  Staff Response at 13-16.  In view of the ruling granting the OCC Motion to Compel, the ALJ does not address the suggested possible resolutions.  


�  This Rule was in effect until June 29, 2013.  The rules that became effective on June 30, 2013 are to the same effect.  


�  OCC posits that § 40-15-107(2)(a), C.R.S., protects the content of the information provided in response to audit but not the identities of persons responding to audit.  As OCC is willing to obtain the requested identification information pursuant to Rules 4 CCR 723-1-1100 and 723-1-1101, the ALJ need not -- and does not -- rule on this issue in this Interim Decision.  


�  In fact, Staff does not differentiate between the disclosure of the information to OCC pursuant to a nondisclosure agreement and the disclosure of the information to the public at large.  From this failure to differentiate, it appears that Staff views the two disclosures as equivalent.  Given the cited Rules and years of Commission practice, such a proposition is unsupportable.  


�  This also addresses the Staff’s argument that Staff cannot disclose the requested information to OCC because neither of the conditions stated in § 40-15-107(2)(a), C.R.S., is met.  In the absence of public disclosure of the information, the conditions stated in § 40-15-107(2)(a), C.R.S., do not apply.  


In addition, § 40-15-107(2)(b), C.R.S. (quoted above), is specific that information provided in response to audit may be disclosed to the public if CORA does not protect the information from public disclosure.  This addresses Staff’s argument that § 40-15-107(2)(a), C.R.S., is an absolute prohibition against public disclosure of audit-obtained information unless one of the conditions stated in § 40-15-107(2)(a), C.R.S., is met.  It appears that the statute provides three ways in which information obtained through audit may be released to the public:  (a) consent of the person that provided the information in response to audit; (b) a court order; and (c) a determination that CORA does not prevent the release of the information.  


�  The Commission afforded this type of confidential treatment to the information obtained through audit in the TAG Docket.  As discussed above, the TAG Docket audit information is the source for the information sought in OCC Data Request No. 1-2, the request at issue here.  As established in Exhibit 9 to the Staff Response, in the TAG Docket, there was no objection to OCC’s receiving the audit information.  


�  Staff’s argument does not address what a provider might do in response to an audit request, given the existence of a decision requiring release of the information in response to discovery.  


�  These data requests are set out in full in the Viaero Motion at 1-2.  


�  Exhibit 2 to the Viaero Motion is the Affidavit of Andrew R. Newell in Support of the Viaero Motion.  


�  Viaero asserts that the model used to produce the wireless propagation map provided in response to Data Request CPUC 1-1 is a proprietary model.  The Viaero Motion is unclear whether the model itself was provided in response to that data request.  


�  Viaero neither provides the statutory definition of trade secret nor explains how the information produced in the response to the Staff data requests meets the statutory definition of trade secret.  Viaero asserts that, should the discovery responses be determined to be public records as defined in the Colorado Open Records Act, title 24, article 72, C.R.S., the information would be protected from disclosure on the basis of the exception for trade secrets found in § 24-72-204(3)(a)(IV), C.R.S.  Viaero does not support this assertion.  


�  On September 5, 2013, by electronic mail, the ALJ informed the Parties of her ruling on this motion.  On September 6, 2013, the ALJ sent to the Parties an e-mail that clarified (but did not change the substance of) the ruling.  


�  As relevant here, Rule 4 CCR 723-1-1101(h) states:  





	All confidential information made available by a party shall be given solely to the Commission, Commission staff, and counsel for the parties, and shall not be used or disclosed for purposes of business or competition or for any purpose other than for purposes of the proceeding in which the information is produced.  With the exception of Commission staff, any disclosure of such information to a party’s experts or advisors must be authorized by that party’s counsel, and must be permitted solely for the purpose of the proceeding in which the information is produced.  No expert or advisor may be an officer, director, or employee concerned with marketing or strategic planning of competitive products and services of the party or of any subsidiary or affiliate of the party.  
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